# Security risk assessment report

|  |
| --- |
| **Part 1: Select up to three hardening tools and methods to implement** |
| Configuring the firewall to properly handle traffic. Staff should not be password sharing. All default admin passwords should be changed |
|

|  |
| --- |
| **Part 2: Explain your recommendations** |
| I recommend the client implements a multi-factor authentication, configures the firewall properly and changes the default admin password to a new secure password. |